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Tender Enquiry Document 

 

For 
 

Supply, installation and commissioning of Wi-Fi access 
points system 

 

 

 

 
 

BY 

HLL Infra Tech Services Limited 
A fully owned subsidiary of  

HLL Lifecare Limited 
(A GOVERNMENT OF INDIA ENTERPRISE) 

B-14 A, Sector-62, Noida-201 307 

PHONE: 0120-4071500; FAX: 0120-4071579 

URL: www.lifecarehll.com 

                                               Email: hites@lifecarehll.com 

http://www.lifecarehll.com/
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SECTION I 

NOTICE INVITING TENDERS (NIT) 

HLL Infra Tech Services Limited(HITES) 
A fully owned subsidiary of  

HLL Lifecare Limited 
(A GOVERNMENT OF INDIA ENTERPRISE) 

B-14A, Sector-62, G. B. Nagar, Noida - 201307 

Phone: 0120-4071500; Fax: 0120-4071513 

 

Tender EnquiryNo: HITES/ IT-02/15-16                                                      Dated. 18-09-2015 

 

HLL Infratech Services Limited, B-14A, Sec-62, Noida- 201307 (UP)  invites sealed bids under Two 
Bids System (Technical & Financial Bids) for supply, installation and commissioning of Wi-Fi access 
points system as per requirement stated below. 

Sl. Product Name Quantity 
(Nos.) 

EMD  
in Rs. 

1 
 
 
 

a- Wi-Fi Access Point with secured lock and mounting kit 
(Kensington lock) 

10 8,000/- 

b- Access Point Controller with License for 10 Access 
Points  

1 

 

Terms and Conditions:- 

 

1. Interested bidders may read the tender enquiry document carefully before submitting their bid. 

2. This is a two part bidding Bidders are requested to download the tender enquiry document from 

the website of HLL i.e. www.lifecarehll.com and may quote for one or more items under single 

EMD (Earnest Money Deposit) amount of Rs. 8,000/- by way of Demand Draft in favour of 

“HLL Infra Tech Services Limited” payable at Delhi. All tenders must be accompanied by 

EMD. Tender without EMD shall be rejected. 

3. Prospective bidders may attend the pre-bid meeting, for clarifications, if any, on this tender 

scheduled to be held in the Conference Hall of HITES at the address specified below. 

4. Important Dates: 

a. Prebid meeting  :  28-09-2015, 03.00 PM 

b. Bid submission date  : 14-10-2015, 02.00 PM 

c. Bid Opening date  : 14-10-2015, 02.30 PM 

5. In the event of any of the above mentioned dates being declared as a holiday / closed day for 

the purchase organisation, the tenders will be received/opened on the next working day at the 

appointed time 

http://www.lifecarehll.com/
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6. Tender must be accompanied by EMD as mentioned above. Tender without EMD shall be 

rejected. EMD of unsuccessful bidders shall be returned within seven days from date 

conclusion of tender.  

7. Earnest Money is required to protect the purchaser against the risk of the Tenderer’s conduct, 

which would warrant the forfeiture of the EMD. Earnest money of a tenderer will be forfeited, 

if the tenderer withdraws or amends its tender or impairs or derogates from the tender in any 

respect within the period of validity of its tender or if it comes to notice that the 

information/documents furnished in its tender is incorrect, false, misleading or forged without 

prejudice to other rights of the purchaser. The successful tenderer’s earnest money will be 

forfeited without prejudice to other rights of Purchaser if it fails to furnish the required 

performance security within the specified period. 

8. The successful bidder shall submit a Performance Security in form of Demand Draft/Bank 

Guarantee equal to 10% of contractual amount valid till two months beyond the contractual 

obligations including warranty. EMD of successful bidders shall be retained till the receipt of 

such Performance security. 

9. In the event of any failure /default of the supplier with or without any quantifiable loss to the 

purchaser, the amount of the performance security is liable to be forfeited.  

10. The purchaser reserves the right to accept or reject a tender either in part or in full without 

assigning   any reason. 

11. Language of Tender should be in English only 

12. Tendering expenses shall be borne by the bidder and HITES shall not be in no case responsible. 

13. Tender should be valid for its acceptance for a period of 60 days. 

14. This is Two Stage bidding System: Techno-commercial Bid ( Unpriced Bid)  and Price Bid 

15. Techno-commercial bid (Un-priced bid) should be comprise the following and sealed in an 

envelope, duly marked as “Techno-commercial Bid” 

a. EMD amount specified above 

b. Downloaded Tender document duly signed in all pages as a confirmation of acceptance 

to the terms and condition of the tender enquiry document 

c. Documentary evidence, complying the “Eligibility Criteria” 

d. Authorisation letter/ dealership agreement with the manufacturer /National franchisee 

by the bidder, if the bidder is an Agent of OEM. 

e. No Technical deviation statement/Technical compliance statement supported by 

Technical brochure/ catalogue/ datasheet 

f. Copy of PAN no. of the bidder 

g. Copy of Sales Tax/VAT  Registration  

h. Copy of P&L A/c and Balance Sheet for last three completed financial year.   

i. Authorisation letter to quote in the bid 

j. Acceptance to the warranty Condition. 

 

16. Price tender: Should be sealed in a separate envelope duly sealed and marked as “Price Bid- 

Not to be opened with Techno-commercial bid” 
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Price should be quoted in INR only and inclusive of all taxes & duties and any other charges 

till delivery, installation and commissioning of tendered item, as specified in technical 

specification,  at site at Noida.  

17. Both Techno-Commercial Bid  envelope and Price Bid envelope should be put into a third 

envelope which should be sealed and super scribed with the Tender number, Due Date of 

Opening, Title as “Tender for Wi-Fi Access Points ”. 

18. Bidders shall ensure that their tenders, complete in all respects, are dropped in the Tender Box 

located at HITES, B-14 A, Sector -62, Noida -201307, Uttar Pradesh on or before the closing 

date and time indicated above, failing which the tenders will be treated as late and rejected. The 

tenders sent by post must reach the above said address on or before the closing date & time, as 

indicated, failing which the tenders will be treated as late tender and rejected.  

19. Price bids shall be considered for ranking for those bids which meets the tender requirements. 

20. Delivery Period: The goods shall be delivered at the purchaser’s site within two weeks from the 

date of placement of Supply order and should be installed within a week time from the date of 

supply. 

21. General Conditions of Contract 

a. Inspection shall be carried out at site by the authorised representative of purchaser. 

b. Warranty: Standard Manufacturer’s warranty /Five year warranty, whichever is higher 

from the date of acceptance. 

c. 100 % Payment shall be made against submission following documents 

i. Tax invoice in Duplicate 

ii. Proof of receipt and technical acceptance. 

iii. Warranty Certificate 

22. Liquidated Damages: If the supplier fails to deliver any or all of the goods within the time 

frame(s) incorporated in the Supply Order, the Purchaser shall, without prejudice to other rights 

and remedies available to the Purchaser under the contract, deduct from the contract price, as 

liquidated damages, a sum equivalent to 0.5% per week of delay or part thereof on delayed 

supply of goods until actual delivery or performance subject to a maximum of 10% of the 

contract price. Once the maximum is reached Purchaser may consider termination of the 

contract. 

23. Eligibility Criteria 

a. The bidder must be an authorised dealer of the Original equipment Manufacturer 

(OEM) or National Franchisee of the OEM. 

b. The bidder should be having Sales tax/VAT registration. 

c. Should have average annual turnover of Rs. 10 Lakh, during last three years 

d. The bidder should have successfully dealt with similar items for at least one year. In 

support, bidder should submit proof of supply/ purchase orders (at least three numbers) 

from institutions of repute.  
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24. Technical Specification ( Annexure-1) compliance/ datasheet shall be submitted along with the 

techno-commercial bid 

25. Amendment to this tender enquiry document, if any, shall be published in the website 

mentioned above. Prospective bidders may please refer the website regularly till the time for 

closing of submission of bid. 
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Annexure-1 

Technical Specification 

The technical specifications are covered in two parts namely:- 
 

1 a. Wi-Fi Access Point with secured L:ock and mounting Kit (Kensington Lock) 

 b. Wi-Fi Access Point Controller with License for 10 Access points 

 

Details of each are as given below. Bidder should ensure that the equipment should meet all 

necessary features as mentioned below:- 

a.Wi-Fi Access Point with secured L:ock and mounting Kit (Kensington Lock) 

1.  Dual Band and Dual Radio, controller based 802.11 a/g/n AP  

2.  Standards support –  

a.  IEEE 802.11n  

b.  802.11g  

c.  802.11b  

d.  802.1X (secure authentication)  

e.  802.1Q (VLAN)  

f.  802.11i (WPA2 security)  

g.  802.11e (Wireless QoS)  

h.  IPv4 (RFC 791)  

i.  IPv6 (RFC 2460)  

 

3.  Ports PoE Gigabit Ethernet  

 

4.  Cabling type Category 6 or better  

5.  Antennas Integrated internal antennas optimized for wall, ceiling, or desktop placement.  

 

6.  Power 802.3af PoE and support for 12V DC Adapter (No adapter is required to be supplied)  

 

7.  Lock slot Slot for Kensington lock  

8.   Network Capabilities VLAN support, Number of VLANs (1 management VLAN plus a 

minimum of 8 VLANs for Service Set ID (SSID))  

 

9.  Multiple SSIDs Up to Eight BSSIDs per Radio; total of 16 SSIDs 802.1X supplicant, SSID to 

VLAN mapping, Auto channel Selection, Spanning tree, Load balancing  

 

10.  IPv6 IPv6 host support  

 

11.  Authentication RADIUS, Syslog, Network Time Protocol (NTP), etc. and Logging  

12.  Data Rates Up to 300 Mbps (MCS 0-15) with automatic rate adaptation.  
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13.  Modulation Type DSSS, OFDM  

 

14.  Dynamic Channel DFS and DFS2  

15.  Security WPA/WPA2 (802.11i) with TKIP or AES-CCMP encryption and PSK or 802.1x 

authentication  

 

16.  WIPS Integrated WIPS background scanning and Rogue AP detection / prevention. Wi-Fi 

presence monitoring and analytics. Ability in APs to do packet capture on all channels  

 

17.  802.11n Support 2 x2 multiple-input multiple-output (MIMO) with two spatial streams, 20 and 

40 MHz channels, PHY data rates up to 300 Mbps, 802.11 dynamic frequency selection  

 

18.  Data Rates 802.11a: 6, 9, 12, 18, 24, 36, 48, and 54 Mbps  

Supported 802.11g: 1, 2, 5.5, 6, 9, 11, 12, 18, 24, 36, 48, and 54 Mbps  

802.11n data rates (2.4 GHz and 5 GHz): upto 300 Mbps.  

 

19.  Channels 20 MHz and/or 40 MHz  

 

20.  Frequency Bands IEEE 802.11n: 2.4 – 2.484 GHz and 5.15 - 5.875GHz  

IEEE 802.11a: 5.15 – 5.85 GHz  

IEEE 802.11b: 2.4 – 2.484 GHz  

IEEE 802.11g: 2.4 – 2.484 GHz  

 

21.  RF Output Power Maximum 23 dBm for both 2.4 GHz and 5GHz; Country specific Power 

settings should be configurable  

22.  Statistics LAN, wireless, and associated stations  

23.  Auto AP Software Through Controller or FTP or TFTP Updates  

24.  Rate Limiting Supported per SSID  

25.  Mounting Kit Supply of Mounting Kit is necessary for all Access Points  

26.  Secured Lock Kensington lock has to be supplied with each AP  

27.  Warranty: 5 years  

  

 

b. Wi-Fi Access Point Controller with 10 Licenses  
 

Access Point Controller can be either software based (which can be installed on a VM) or 

hardware appliance based. It should support the following features:  

 

1. The WLAN Controller must have support for upto a minimum of 200 Access Points.  

2.  Appliance based controller must have Dual Gigabit Ethernet interface and Dual Power 

Supply  

3. Configuration via Web User Interface or other Management Software  
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4. Must support Auto AP Software update  

5. Support for Guest Access  

6. VLAN Support 802.11q (per BSSID)  

7. Embedded DHCP Server  

8. AP Discovery & Control on Layer 2 or Layer 3  

9. Support for up to 16 SSID  

10. Wireless Security WEP, WPA-TKIP, WPA2-AES, 802.11i  

11. Authentication support through 802.1x, Local Database, External AAA Servers - Active 

Directory, RADIUS server  

12. Support for 802.11e  

13. Support for per client, per traffic type software queues  

14. Auto Classification based on Heuristics/Rules  

15. Support for Rate Limiting  

16. Should support SNMP traps  

17. Should support comprehensive reporting like Rogue AP/Client list, currently    Associated 

Clients devices with IP address, mac address etc.  

18. Should allow export of configurations and Reports in text, pdf or equivalent 

 


